
Case Study

Secure App Access 􁰏

Protect sensitive data and secure 

access
to critical applications

Compliance Assurance

Demonstrate compliance with


regulatory frameworks

Educational Innovation

Further the educational mission


with technology

Zero-Trust Deployment 􀢓

Implement a zero-trust 

architecture



The Challenge

“At the end of the day, what you can really do with this product is enable students to 

have the same experience as their faculty, or even folks who are medical professionals, 

but they're not seeing that sensitive information.”

Shawn Kerns, Information Security Analyst
and Professor

The solution



“Island has a clean and slick interface so we don't have to necessarily rely on users 

learning how to use it. Now it's seamless, meaning, once you're in, you get access to 

what you need. It's policy-driven. We have a few checkpoints for more sensitive 

applications, but again, I can roll that out at speed and with great efficiency to the end 

user, and also our IT teams. It really works for us.”

Shawn Kerns, Information Security Analyst
and Professor

“Our mission at Pacific Technology is to
deliver sustainable, secure, and innovative


technology services that directly benefit the
student and community-centered mission 

of
the University.”

Pacific Technology Mission Statement




“As quickly as this can be rolled out, I want to
get even my students using Island, 

because
a lot of them do coding, for example,
in different tools. When I'm proctoring an


exam, I want to be able to gray-out options
or block options there. So I'm already 

thinking
of the use case in the academic space.
How can I provide the students with 

our
one-stop shop? This is something that our
president wants, our leadership wants, 

and,
quite frankly, the students want.”

Shawn Kerns, Information Security Analyst
and Professor

“Usually we use VDI to allow third parties to
come in and use something on our 

network,
in an ostensibly secure way. But this is a
better solution for that. You can allow 

a third
party to use Island with some policies around
it and use some of your web 

applications —
even on-premises applications using the
Island connector.”

Mo Balakrishnan, Director of Information
Security

“The pitfall of VDI is it's atrociously expensive,
both from a hardware perspective and 

also
the way that it's licensed. Because when you
think about it, you're getting a triple hit 

on
licensing costs. You're getting the VDI tax,
you're getting the Windows tax, and then


you're also getting your hardware tax.
So the use case there, again, with a browser


replacing that, it’s a big win.”

Shawn Kerns, Information Security Analyst
and Professor



Early in its Island implementation, Pacific
Technology 

experienced an outage caused
by another vendor that 

brought down a wide
swath of internal systems. The team 

used Island
to remotely connect to its internal network,


remediate the issue, and get everyone back online


quickly. This unexpected test of a worst-case
scenario 

proved the utility of Island.

“Originally, we agreed on something like a
two to three year plan. Now, we're getting 

that
down to a one to two year plan. So that's half
the time right there in terms of user 

adoption.”

Shawn Kerns, Information Security Analyst
and Professor

Conclusion


